## 网络安全等级保护测评技术要求

## 1、项目概况

根据公安部《关于推动信息安全等级保护测评体系建设和开展等级测评工作的通知》（公信安［2010］303号）《中华人民共和国网络安全法》的相关要求，对内蒙古林业总医院信息系统开展网络安全等级保护测评工作。

## 2、测评机构资格要求

具备公安部颁发的“网络安全等级保护测评与检测评估机构服务认证证书”，相关技术人员要具有网络安全等级保护测评师资质。

## 3、测评工作目标及验收标准

（1）通过等级保护测评提高内蒙古林业总医院信息系统的安全性；

（2）对内蒙古林业总医院信息系统的安全状态做出判断，验证其是否符合等级保护要求。同时，将测评结论作为进一步完善系统安全防护措施的依据。

（3）出具《网络安全等级保护测评报告》。若有不足，并出具整改方案。

（4）协助指导完成整改工作，直至消除安全隐患，达到网络安全**三级**等级保护要求。

## 4、测评对象

|  |  |
| --- | --- |
| 系统等级 | 系统名称 |
| 三级 | 医院信息管理系统（HIS） |
| 三级 | 电子病例管理系统（EMR） |
| 三级 | 医院信息集成平台 |
| 三级 | 互联网医院 |

**5、服务内容**  
 本次服务项目范围涉及开展等级保护工作的全过程，信息系统已经定级备案,包括系统差距分析测评、安全建设整改、等级测评及风险评估等过程。  
 差距分析测评：按照信息系统等级保护基本要求及测评流程，进行信息系统安全现状分析，明确信息系统目前采取的安全保护措施与信息安全等级保护相关国家标准和行业标准之间的差距，排查信息系统安全隐患和薄弱环节，查找信息系统安全建设整改需要解决的问题，确定安全需求，编制《差距分析报告》，并提交内容、格式完全符合公安部门正式测评报告要求的、未签字盖章的预测评报告。  
 安全建设整改：协助组织方进行安全建设整改工作。确保安全建设整改工作安全、科学、有效的进行，并达到国家相关标准的技术要求，切实、高效的提升信息系统安全防护水平。  
 等级测评：依据信息系统安全等级保护测评相关标准，运用各种管理和技术手段对信息系统安全等级进行等级测评，出具等级测评报告。  
 风险评估: 进行信息系统的安全风险评估并出具风险评估报告。

1. **服务交付材料：**

项目验收提交文档至少包括如下文件：  
 1）《网络安全等级保护整改建议书》  
 2）《网络安全等级保护测评报告》